
List of GnuPG Signing Keys

To guarantee the authenticity of software created by the GnuPG project and g10 code GmbH, all 
released versions come with an OpenPGP signature in a separate file.  The public keys to verify 
them are available at 

https://gnupg.org/signature_key.asc

and their fingerprints are as follows:

pub   brainpoolP256r1 2021-10-15 [SC] [expires: 2029-12-31]
      02F3 8DFF 731F F97C B039  A1DA 549E 695E 905B A208
uid   GnuPG.com (Release Signing Key 2021)

pub   rsa3072 2017-03-17 [SC] [expires: 2027-03-15]
      5B80 C575 4298 F0CB 55D8  ED6A BCEF 7E29 4B09 2E28
uid   Andre Heinecke (Release Signing Key)

pub   ed25519 2021-05-19 [SC] [expires: 2027-04-04]
      AC8E 115B F73E 2D8D 47FA  9908 E98E 9B2D 19C6 C8BD
uid   Niibe Yutaka (GnuPG Release Key)

pub   ed25519 2020-08-24 [SC] [expires: 2030-06-30]
      6DAA 6E64 A76D 2840 571B  4902 5288 97B8 2640 3ADA
uid   Werner Koch (dist signing 2020)

Please read the verification instructions in your documentation or at the project's page. 

https://gnupg.org/download/integrity_check.html
https://gnupg.org/signature_key.asc
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